
Don't randomly click on the view button or any links in
the message, as it could be a scam trap.
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Check the source and validity of the message by researching
further on the internet or contacting the relevant party directly.
Do not use any links or phone numbers provided in the message,
as they could be fake.

3

Never enter personal data on any unknown websites or those
without security certificates (HTTPS).
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Enable security features. Activate two-step verification mode
on WhatsApp, email, e-commerce, and other important
applications.
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Block contacts that spread unfamiliar information with
the view button.
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Always be vigilant and critical of every message received
from unknown numbers or online groups.
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Beware of  A New Scam:
The “View” Button

Via WhatsApp!
Scams utilizing WhatsApp have been rampant lately, namely
messages that have been modified with malware embedded

within them. There is yet another new scam asking
users to press the “View” button, which turns out to be a new trick

for data theft or phishing.

Here are ways to avoid scams from
the “View” button:

If you receive suspicious chats, SMS, calls, or emails claiming to be from 
PermataBank, you can contact:
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